2012/2013 Process

Step 1: Wyoming’s Hazards (Threat Hazard Identification Risk Assessment)

Natural Hazards

Technological Hazards

Adversarial Hazard

Earthquake [

Flood ]

Wildfire [

Volcano Eruption [
Space Weather ]
Human Pandemic [l
Animal Disease []
Avalanche [

Drought [l

Heat [

Landslide [

Severe Thunderstorm [
Tornado [

Winter Snow/Ice Storm [l

Chemical Substance Release []
Civil Unrest [

Nuclear Accident [
Transportation System Failure [
Dam Failure

RDD/Nuclear Attack []
Biological Attack (non-food) [
Biological/Chemical Food [J
Contamination [

Chemical Attack (non-food)]
Armed Assault [l

Aircraft as Weapon [
Explosive Devices []

Cyber Attack [

Step 2: Six Components to Improve National Preparedness

Identifying and Assessing Risk [1

Estimating Capability Requirements []

Building or Sustaining Capabilities (1

Developing and Implementing Plans to Deliver Those
Capabilities [

Validating and Monitoring Progress made Towards
Achieving the National Preparedness Goals ]

Reviewing and Updating Efforts to Promote
Continuous Improvement []

Step 3: Mission Areas

Prevention [ Protection

O Response [

Recovery [ Mitigation O

Step 4: Core Capabilities

Access Control & Identity
Verification [

Environmental Response/Health
and Safety [

Public and Private Services and
Resources [

Community Resilience [

Housing [

On-scene Security and Protection []

Critical Transportation [

Infrastructure Systems IZI\

Operational Communications [

Cyber Security [

Interdiction and Disruption ] ‘

Economic Recovery []

Situational Assessment ]

Physical Protective Measures []

Fatality Management Services []

Mass Care Services [

Forensics and Attribution[]

Mass Search and Rescue
Operations L1

Risk and Disaster Resilience
Assessment [

Health and Social Services [l

Natural and Cultural Resources [l

Public Health and Medical Services [1

IPUbliciAformationandWaHINGL| Screening, Search, and Detection]

Intelligence and Information Sharing[]
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Long-term Vulnerability Reduction
]

Supply Chain Integrity and
Security [

Risk Management for Protection
Programs and Activities [

Threat and Hazard Identification[

Step 5: Resource Typed/EMAC/Regionalization

Teams [

Personnel [

Equipment [

EXPLAIN:

Step 6: State-wide Initiatives

Interoperability [

Community Resilience [

Regional Emergency Response
Teams [

IED Response
1

Critical Infrastructure/Geospatial
Initiative [

Cyber Security []

Information Sharing [

Threat and Hazard Identification []

Step 7: NIMS Adoption

State Adoption and Infrastructure
(Local and County Resolutions) ]

Command and Management [

Preparedness [l

Training [

Exercises [

Resource Management [

Step 8: Plans up-to-date (Local and County)

Mitigation Plan [

Emergency Operations Plan [

COOP/COG [

Evacuation [

Logistics [

Operations Center Guidance []

Standard Operating Procedures []

Step 9: Exercises

Addresses issues identified in the first 8 steps of this document to include completion of After Action Reports

(AARs)




